
2012Program  

Securing the Future: BYOD and Beyond 

9 October, 

Tuesday 
 

8:00 - 10:00 a.m.   

 

Registration and Breakfast  

10:00 - 10:15 a.m.   Welcome and Introductions  

 MAJ Jonathon Neel, ISO, Virginia Military Institute  

10:15 - 11:15 a.m.   Keynote Address  

 Stacey Halota, Vice President for Information Security at The 

Washington Post Company  

11:15 - 11:30 a.m.   Break 

11:30 a.m.- 12:30 

p.m.   

Session One   

 Bryan Miller - The Low Hanging Fruit of Penetration 

Testing (Gillis Theater)  

 Courtney Oxman & Kevin Savoy - Using IT Performance and 

Security Scanning to Expand Defense in Depth (Breakout Room 

A)  

 Rich Sparrow & Philip Kobezak - Implementing a 

Restricted/Limited Access Network to Protect PII 

(Breakout Room B) 

12:30 - 1:30 p.m.  Lunch - Sponsored by SyCom Technologies 

 

1:30 - 2:30 p.m.  

  

Session Two  

 Tom Bowers - Embracing the Mobile Device/BYOD Challenge at 

VCCS (Gillis Theater)  

 MAJ Jonathon Neel - Using a Content Filter to Protect Your 

Network (Breakout Room A)  

 Todd Dergenski & Natalie Metzger - Online Account Request 



Workflow and Auditing (Breakout Room B) 

2:30 - 2:45 p.m.  Break  

2:45 - 3:45 p.m.  

  

Session Three  

 Dan Han & Curtis McNay - Evaluating, Choosing, and 

Implementing a SIEM Solution: Two Tales  

(Gillis Theater)  

 Doug Streit & Rizwan Bhutta - Network Virtualization and 

Security (Breakout Room A)  

 Lowell Malesky - Preparing for Future Threats:  Why Legacy 

Firewalls Just Don't Cut It 

(Breakout Room B)  

3:45 - 4:00 p.m.   Break  

4:00 - 5:00 p.m.  

  

CIO Perspectives on Information Security   

 CIO’s from several universities will offer their views on the 

progress and challenges of university information security in this 

annual panel discussion.  

Moderator:  Darlene Quackenbush  

5:00 p.m.  Evening Reception  

 

 

10 October, 

Wednesday 
 

8:00 - 8:30 a.m.  

 

 

 

Breakfast  

8:30 - 9:30 a.m.  

Session One   

 SANS 580 - Metasploit Kung Fu for Enterprise Pen Testing - Chris 

Crowley (Hall of Valor)  

 Taz Daughtrey - Certification of Security Testers  

(Breakout Room A)  

 Darren Manners - Social Engineering - What's with all these users 

clicking on stuff? (Breakout Room B)  

  

9:30 - 9:45 a.m.  Break  

9:45 - 10:45 a.m.   

Session Two  

 SANS 580 - Metasploit Kung Fu for Enterprise Pen Testing - Chris 

Crowley(Hall of Valor)  

 Todd Dergenski & Vaibhav Dani - Configuring CAS/Shibboleth to 



Unify University Authentication  

(Breakout Room A)  

 Darlene Quackenbush & Shirley Payne - A Guide to Effective 

Sensitive Data Incident Response  

(Breakout Room B)  

10:45 - 11:00 a.m.  Break  

11:00 a.m. - 12:00 

p.m.  

Session Three  

 SANS 580 - Metasploit Kung Fu for Enterprise Pen Testing - Chris 

Crowley (Hall of Valor)  

  Randy Marchany - Mobile Device Security Strategies  

(Gillis Theater)  

 Dale Hulvey & Darlene Quackenbush - JMU Approaches to 

Mobility and Access 

(Breakout Room A)  

12:00 - 1:00 p.m.  Lunch  

 


